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Abstract of the contribution: Proposes a Solution for UE Policy Provisioning via NG1.
1. 1.
Introduction

In TS 23.501(Annex 3), agreements for UE Policy Provisioning are 


The 5G core network shall be able to provide policy information to UE. Such policy information includes:

· 1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor’s note: It is FFS if any of the access network discovery & selection policies specified in 3GPP TS 23.402 clause 4.8 can be reused.

· 2) 
Route Selection Policies which includes:

2a)

SSC Mode Selection Policy (SSCMSP): 
2b)
Network Slice Selection Policy (NSSP): 
2c)

DNN Selection Policy
2d)
Non-seamless Offload Policy: 
In addition, it has been agreed that:

 The SSCMSP and NSSP shall be provided from the PCF to the UE via the N1 interface.
It may also be useful to have DNN selection policy obtained through the N1 interface as it can help determine which DNN the PDU session needs to be set up with.  


To comply with the policy requirements, a UE in connected mode needs to be able to access policy information even when it does not have a PDU Session established. 


In the case of ANDSF the Access and Mobility Policy Enforcement Function (AMPEF) i.e. the Function that sends Policy Provisioning to UE may be shared by RANs of different RATs, the most likely scenario for accessing the Policy Provisioning Function will be via an IP user plane connection. Hence, we expect the UE to have a valid data session in order to access the AMPEF.  

2. Proposed Solution for UE Policy Provisioning via NG1

For UE Policy Provisioning via NG1 we need to take into account:

· -
The content of the UE Policy Provisioning is policy information provided to the UE, it is not meant to be interpreted or used by any other network function.

-
PCF provides policies to network functions separately.

· -
Therefore, the AMF role is to route UE Policy Provisioning messages between UE and PCF transparently, through the N1 interface towards the UE and through the N15 interface towards the PCF.

- 
Over N1, the content of the UE Policy Provisioning clearly needs to be transported over NAS signalling.

-
Therefore, a NAS transport of UE Policy Provisioning between UE and AMF needs to be defined.

Note that there are other features that need NAS transport of messages between UE and AMF that are not intrinsically part of the UE to AMD protocol, such examples include:

· SMS over NAS

· SM signalling between UE and SMF

In S2-171719 we propose a Generic NAS transport solution that provides a common NAS transport for all protocols, messages transported between UE and AMF via NAS, but processed in a different network function. 

	Proposal: 
· Reuse the same generic NAS transport mechanism as proposed in S2-17xxxx forUE Policy Provisioning via N1.


This document assumes the Generic NAS transport proposal from S2-171719 is agreed, and references that procedure for UE Policy Provisioning via N1.

3. Text Changes (23.501)


First Change

A.3.1.3.x
Transport of UE Policies
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Figure A.3.1.3.x-1: UE policy information transported over NAS
Route Selection Policy messages (e.g., NSSAI, SSCMP) information are carried as a payload over NAS transport message as defined in 5.3.3.X.  PCF related information may be carried in an initial NAS message if necessary. 

When sending a Registration/Mobility Management message to the network, the UE may include a request for policy provisioning and receives from the network the requested policy.  The request for policy provisioning may be included in a Registration Request message or a Service Request message.  It may also be piggybacked with an SM message or other messages using Generic NAS transport.  When a policy provisioning message is received at the AMF over N1, the AMF performs the deciphering and integrity check and routes the message to the PCF.

For messages that are from PCF to UE, the AMPEF (in the PCF) queries the UE status through the N15 interface, if the AMF returns UE state as connected, the AMPEF sends the message to be AMF indicating that it has to be sent to the UE.  The AMF encapsulates the message in a Generic NAS transport payload and sends it to the UE.  If the UE is in idle mode, the AMF sends an idle mode indication to the PCF and stores an indication that there is a AMPEF message for the UE.  When the UE switches to connected mode, the AMF sends the AMPEF a UE connected indication and the PCF sends the AMF the message to be sent to the UE.
Messages from the PCF to the UE may be triggered as a result of:

1. Requests of policy provisioning messages from the UE

2. Updates to UE policies
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 Figure A.3.1.3.x-2: UE policy information transported over NAS in roaming scenario
In the case of roaming, the vPCF may forward any policy provisioning requests from the UE to the hPCF through the N7r interface and retrieve the response from the hPCF to forward to the UE.  The hPCF may also communicate any policy changes to the UE via the vPCF through the N7r interface.
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